
National Internet Safety Month
Stay Connected and Secure While Traveling  

June is National Internet Safety Month

Travel has increasingly become more digital by the day. 
Before you leave home, and while you are on the go, use the 
following tips to steer clear of any digital dangers.

Getting Ready to Go

Update Device Software 
 Before leaving, update any and all security software on your  
Internet-connected devices. Keep them up-to-date during your 
travels as well, as this is your best line of defense.

Turn On Two-Factor Authentication (2FA) 
 Utilize two-step verification for an extra layer of security.

Lock Devices 
 Make sure you set a password to lock your home screen.

Know Your Privacy Policies 
 Review the privacy policy of your apps and understand what 
data (location, contacts, photos, etc.) your apps can access. 
Delete apps you deem too invasive or no longer use.
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While On the Go

Disable Location Services 
 Location tools, while handy for trip planning and navigation, 
can expose your location through your apps. Turn off location 
services when not in use.

Avoid Public WiFi & Computers 
 Never transmit personal info or purchase items while on a public 
WiFi network. It’s better to use a virtual private network (VPN) or 
your phone as a personal hotspot to surf more securely.

Monitor WiFi & Bluetooth Use 
 WiFi and Bluetooth can enable apps to track your whereabouts 
when turned on. Switch them off when they’re not needed.

Use a Password Manager 
 Store and encrypt your logins and sensitive information in a 
password manager.
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